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Powers and duties; delegation by; as
implemented by DOD Regulation 5200–
2R, DOD Personnel Security Program.

PURPOSE(S):
Records are used to grant access to

classified information or unescorted
entry to restricted areas; to record
completion of investigative
requirements for enlistment, induction,
appointment, commissioning,
assignment to sensitive positions, duty
or training; to grant special access for
special programs or projects; to
determine investigative requirements
needed for assignment; to record status
of investigative actions; to record date of
separation; to record adjudicative
determinations of ineligibility for
enlistment, induction, commissioning,
retention, appointment, assignment,
clearance or access.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

In addition to those disclosures
generally permitted under 5 U.S.C.
552a(b) of the Privacy Act, these records
or information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

The ‘Blanket Routine Uses’ published
at the beginning of the Air Force’s
compilation of systems of records
notices apply to this system.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Maintained in file folders and on

computer and computer output
products.

RETRIEVABILITY:
Retrieved by name and Social

Security Number.

SAFEGUARDS:
Records are accessed by custodian of

the record system and by person(s)
responsible for servicing the record
system in performance of their official
duties who are properly screened and
cleared for need-to-know. Records are
stored in locked cabinets or rooms or in
security file containers/cabinets or
vaults, and controlled by computer
system software and personnel
screening.

RETENTION AND DISPOSAL:
Records are retained in computer

systems for two years after separation,
deleted. A Reserve commitment are
retained until commitment is fulfilled,
then Computer printouts are temporary
records and are destroyed when

replaced by more recent listing. Paper
records are destroyed by tearing into
pieces, shredding, pulping or burning.
Computer storage devices are
overwritten or erased.

SYSTEM MANAGER(S) AND ADDRESS:
Commander, Detachment 1, 11

Security Police Squadron, 1330 Air
Force Pentagon, Washington, DC 20330–
1330.

NOTIFICATION PROCEDURE:
Individuals seeking to determine

whether information about themselves
is contained in this system should
address written inquiries to or visit the
Commander, Detachment 1, 11 Security
Police Squadron, 1330 Air Force
Pentagon, Washington, DC 20330–1330.

Provide full name, including maiden
name if applicable, and Social Security
Number.

RECORD ACCESS PROCEDURES:
Individuals seeking access to

information about themselves contained
in this system should address written
inquiries to or visit the Commander,
Detachment 1, 11 Security Police
Squadron, 1330 Air Force Pentagon,
Washington, DC 20330–1330.

Provide full name, including maiden
name if applicable, and Social Security
Number.

CONTESTING RECORD PROCEDURES:
The Air Force rules for accessing

records and for contesting contents and
appealing initial agency determinations
are published in Air Force Instruction
37–132; 32 CFR part 806b; or may be
obtained from the system manager.

RECORD SOURCE CATEGORIES:
Information obtained from the

individual, investigative reports,
medical facilities, police and law
enforcement offices, personnel
documents, Air Force Special Security
Files and Special Security Case Files.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.
[FR Doc. 95–18819 Filed 8–7–95; 8:45 am]
BILLING CODE 5000–04–F

Defense Intelligence Agency

Privacy Act of 1974; Notice to Delete a
Record System

AGENCY: Defense Intelligence Agency,
DOD.
ACTION: Notice to delete a record system.

SUMMARY: Due to the administrative
transfer of the Defense Prisoner of War/
Missing in Action Office from the

Defense Intelligence Agency (DIA) to the
Office of the Secretary of Defense, DIA
is deleting the system of records notice
LDIA 1728, entitled Southeast Asia
Operational Casualty Records. This
notice has been transferred to the Office
of the Secretary of Defense inventory of
system of records notices under the
system identifier DUSDP 11, entitled
Southeast Asia Operational Casualty
Records.
DATES: The deletion will be effective on
September 7, 1995, unless comments are
received that would result in a contrary
determination.
ADDRESSES: Send comments to Ms.
Melissa L. Folz, Privacy Act Officer,
ATTN: DA-A, Defense Intelligence
Agency, Washington, DC 20340.
Telephone (202) 373–4291 or DSN 243–
4291.
FOR FURTHER INFORMATION CONTACT: Mr.
Robert P. Richardson, PA/FOIA Office,
at (202) 373–3916.
SUPPLEMENTARY INFORMATION: The
Defense Intelligence Agency notices for
systems of records subject to the Privacy
Act of 1974 (5 U.S.C. 552a), as amended,
have been published in the Federal
Register and are available from the
address above.

Dated: July 31, 1995.

Patricia L. Toppings,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.

LDIA 1728

SYSTEM NAME:

Southeast Asia Operational Casualty
Records (February 22, 1993, 58 FR
10630).

REASON: System was transfered to
the Office of the Secretary of Defense.
System of records notice DUSDP 11,
Southeast Asia Operational Casualty
Records.
[FR Doc. 95–19532 Filed 8–7–95; 8:45 am]
BILLING CODE 5000–04–F

Defense Logistics Agency

Privacy Act of 1974; Notice to Amend
a Record System

AGENCY: Defense Logistics Agency,
DOD.
ACTION: Notice to amend a record
system.

SUMMARY: The Defense Logistics Agency
proposes to amend a system of records
notice in its inventory of record systems
subject to the Privacy Act of 1974 (5
U.S.C. 552a), as amended.
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